
Faculty Development 
Opportunities



About CSSIA
The Center for Systems Security and Information Assurance (CSSIA) 
is a National Science Foundation (NSF) Advanced Technological 
Education (ATE) National Resource Center

Since 2003, CSSIA has provided students and faculty with real-world 
learning experiences in information assurance and network security 
through several program improvement supportive initiatives

These initiatives include:

▪ Expanding and enhancing cybersecurity skills events and 
competitions

▪ Building a national infrastructure to deliver faculty 
workshops

▪ Establish mentoring programs for secondary and post-
secondary teachers and faculty

▪ Developing national infrastructure models for skills and 
learning based on the creation of scalable and affordable 
remote virtual lab environments
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K12 Faculty 
Development & 
Resources

Faculty Development 
Opportunities available via 
CSSIA Website 

▪ Projects / Reports

▪ Training Calendar & 
Registration

▪ Competitions

▪ Additional Resources Visit https://www.cssia.org/
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https://www.cssia.org/


Upcoming Workshops

• Grant-funded and free

• Listed on the CSSIA 
Website (under Training)

• Training Calendar

For advanced notification of upcoming CSSIA training and 
events, or to be added to the distribution list, contact Mike 
Gonzalez at gonzalezm272@morainevalley.edu or 
708.608.4464
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Additional Resources

• VM Image Sharing

• NDG NETLAB+ 
Supported Content List
• NETLAB+ Supported 

Labs (listed on NDG’s 
Website)

• CSSIA’s Learning Video 
Channel
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Internet of Things (IoT) 
Educators Academy
Faculty development for faculty interested in learning 
more about electronics and embedded systems who 
want to introduce IoT concepts into their curriculum

Basic Electronics for IoT 
For faculty who either do not have an electronics 
background or need a refresher.

IoT Fundamentals
Same content as our credit course and offers faculty a 
student perspective as well as resources that will assist 
them to include concepts into their curriculum. 

All material is freely shared with participants via 
Canvas.



IoT Fundamentals Course

▪ Introductory course with no prerequisites

▪ Multidisciplinary: electronics & programming 

▪ Project-based learning 

▪ Focuses on designing embedded systems 

▪ Maps to Arduino Fundamentals Certificate

▪ Future courses will focus on IoT connectivity



Arduino Certification Program

https://www.arduino.cc/en/Main/Education
https://www.arduino.cc/en/Main/Education


IoT Brewery Workbook

▪ IoT Workbook that exposes students to real-
world problems and solutions.

▪ Problem-based learning that uses scaffolding 
to expose students to a variety of embedded 
systems utilizing sensors, actuators, and 
programming using Tinkercad.

▪ Tinkercad is a free online tool used for 
electronics prototyping and to make exercises 
more accessible. 

▪ Multidisciplinary workbook that can 
supplement course work in a variety of subject 
matters.





Cybersecurity Maturity Model Certification 
(CMMC) Training



Register for 
Workshops

Visit

https://www.cssia.org/


