Faculty Development
Opportunities



About CSSIA

The Center for Systems Security and Information Assurance (CSSIA)
is a National Science Foundation (NSF) Advanced Technological
Education (ATE) National Resource Center

Since 2003, CSSIA has provided students and faculty with real-world
learning experiences in information assurance and network security
through several program improvement supportive initiatives

These initiatives include:

= Expanding and enhancing cybersecurity skills events and
competitions

= Building a national infrastructure to deliver faculty
workshops

= Establish mentoring programs for secondary and post-
secondary teachers and faculty

= Developing national infrastructure models for skills and
learning based on the creation of scalable and affordable
remote virtual lab environments
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K12 Faculty
Development &
Resources

Faculty Development
Opportunities available via
CSSIA Website

" Projects / Reports

" Training Calendar &
Registration

= Competitions
= Additional Resources

“ontact Us at 708.608.4241 | cssia@morainevalley.edu
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Training & Events Training & Events

Discover our New Events
CSSIA strives to bring the best and most current
courses to you throughout the year. CSSIA works

with the National Science Foundation (NSF)
Advanced Technology Education (ATE) grant
programs and Industry partners to define and
organize these efforts.

Who is CSSIA? The Center for Systems Security and Information Assurance (About CSSIA) is a National Science Foundation (NSF) Advanced Technological Education (ATE) National

Resource Center. Since 2003, CSSIA has provided students with real-world learning experiences in information assurance and network security through several program improvement

supportive initiatives.
These initiatives include:
« Expanding and enhancing cyber security skills events and competitions

» Building a national infrastructure to deliver faculty workshops

Visit https://www.cssia.org/
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Upcoming Workshops

 Grant-funded and free

* Listed on the CSSIA
Website (under Training)

* Training Calendar

For advanced notification of upcoming CSSIA training and
events, or to be added to the distribution list, contact Mike
Gonzalez at gonzalezm272 @ morainevalley.edu or
708.608.4464

§peasia

2021 TRAINING OPPORTUNITIES FOR THE

CAE IN CYBERSECURITY
COMMUNITY

For registration and more information on these workshops,
contact: kostkas@morainevalley.edu

AVAILABLE WORKSHOPS

10T EDUCATORS ACADEMY: BASIC ELECTRONICS FOR 10T
Meets October 29th and 30th

Register Here: tinyurl.com/wxuénydm

SSCP - SYSTEMS SECURITY CERTIFIED PRACTITIONER
Meets October 29th, November 5th, 12th, and 19th

Register Here: tinyurl.com/medzkmd3

10T EDUCATORS ACADEMY: 10T FUNDAMENTALS
Meets November 5th, 6th, 13th, and 20th

Register Here: tinyurl.com/4whzn2jk

CERTIFIED ETHICAL HACKER (CEH)
Meets December 3rd, 4th, 10th, and 11th

Register Here: tinyurl.com/3pyjwhe?

UCCS

RED HATACADEMY
Meets December 17th

Register Here: tinyurl.com/7yvetfe

CI1SCO CYBERSECURITY ESSENTIALS
Meets December 27th, 28th, and 29th

This work

Register Here: tinyurl.com/9nnthye8

ISACA CISA: CERTIFIED INFORMATION SYSTEMS AUDITOR
Meets January 4th, 5th, 6th, and 7th

Register Here: tinyurl.com/48nuepd8
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Cyber Competitions

There are plenty of opportunities for you to test your cyber security knowledge in capture-the-flag competitions. Teams wi

build and defend their mock production business

infrastructure from professional "hackers” who are given the challenge to take each team’s production systems offline and breach their security.

Erich ], Spengler

Midwest Collegiate

Cigber Defenie Campetitian

Collegiate Cyber Defense Competitions (CCDC) are
structured contests that allow students of higher
educartion institutions to gain significant experience
towards operational competency in managing the
challenges inherent to protecting and configuring an
enterprise network infrastructure and business
information system. CCDC events provide opportunicy
for students to integrate and apply IT skills in an
environment intended to simulate & commercial

enterprise network.

¥ LEARN MORE ABOUT MWCCDC

USCC

LL5. Cyber Challenge (USCC) is a program of the Center
for Internet Security, a 501(c)3 organization, and has the
mission to significantly reduce the shortage in the cyber
workforce by serving as the premier program to
identify, attract, recruit and place the next generation of
cybersecurity professionals. USCC's goal is to find
10,000 of America’s best and brightest to fill the ranks
of cybersecurity professionals where their skills can be

of the greatest value to the nation.

¥ LEARN MORE ABOUT USCC

The Mational Cyber League (NCL) is a biannua
cybersecurity competition for high school and college
students. The competition consists of a series of
challenges that allows students to demonstrate their
ability to identify hackers from forensic data, break into
vulnerable websites, recover from ransomware attacks,
and maore. Students compete in the NCL to build their
skills, obtain scouting reports of their performance for

hiring purposes, and to represent their schoaol.

¥ LEARN MORE ABOUT NCL



Additional Resources

* VM Image Sharing

e NDG NETLAB+ _——
Supported Content List

Interactives

Al Cybersecurity  Electronics  Mathematics  Networking About the
e NETLAB+ Supported | amCT
= al reserov The interactives were

developed under the
leadership of Mike Qaissaunee
(about) at the Brookdale Cyber
Center with funding from an

Labs (listed on NDG’s |
We b S i te ) | S NSF Grant (DUE 1601612). You
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View the Interactive

Using the Interactives?

View the Interactive Have suggestions?

If you have any suggestions
for additional topics or would

like to share how you are
using these interactives please

contact Mike Qaissaunee
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Internet of Things (loT)
Educators Academy

Faculty development for faculty interested in learning
more about electronics and embedded systems who
want to introduce loT concepts into their curriculum

Basic Electronics for loT

For faculty who either do not have an electronics
background or need a refresher.

loT Fundamentals

Same content as our credit course and offers faculty a

student perspective as well as resources that will assist
them to include concepts into their curriculum.

All material is freely shared with participants via
Canvas.




loT Fundamentals Course

Introductory course with no prerequisites
Multidisciplinary: electronics & programming
Project-based learning

Focuses on desighing embedded systems
Maps to Arduino Fundamentals Certificate

Future courses will focus on loT connectivity

Welcome to
LAN 120; &= 3

loT

Fundamentals
I YhYYYY)Y}Y}Yh

We're glad that you signed up for the course!

You'll have a lot of fun this spring learning how to work with electronics,
write programs for Adruine, build Arduino projects, and learn about the
Internet of Things (loT).

This first week will be busy getting everything set-up and working through
two projects in the book. Do not feel overwhelmed, it's completely
doable, the interactive chapters are relatively short and easy-to-read and
we are here to help you. Please keep in contact with us and let us know
how you are doing.

Course QOrientation




Arduino Certification Program

ARDUINO
PROJECTS
K

CERTIFICATION
ARDUINO PROGRAM

The Arduino Education Team ¢

Name Surname

ccessfully accomplished the official

Arduino Fundamentals

certification on Electronics and Physical Computing

Exam Date:



https://www.arduino.cc/en/Main/Education
https://www.arduino.cc/en/Main/Education

loT Brewery Workbook

" |loT Workbook that exposes students to real-
world problems and solutions.
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" Problem-based learning that uses scaffolding
to expose students to a variety of embedded
systems utilizing sensors, actuators, and
programming using Tinkercad.

" Tinkercad is a free online tool used for
electronics prototyping and to make exercises
more accessible.

= Multidisciplinary workbook that can
supplement course work in a variety of subject
matters.
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TEST & DISCUSS 10T/

APPLICATION

: : » Test Embedded System
6)4% DISCUSS - Debug
? : PROCRAMMING - Collect Data
: - Analyze

o, —~ - » Format
DISCUSS » Syntax

CIRCUITRY - Structure

- Debugging

» Schematic Diagrams
- I/0 Connections

INTRODUCE
COMPONENTS

« Electronic Components
«Sensors
« Actuators



Cybersecurity Maturity Model Certification
(CMMC) Training

— Cybersecurity
)
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Register for
Workshops

Visit
https://www.cssia.org/

Training Events

SSCP: Systems
Security Certified

Practitioner
October 29 - November 19

Red Hat Academy

December 17

IoT Educators Certified Ethical
Academy: IoT Hacker
Fundamentals December 3 - December 11

November 5 - November 20

Cisco Cybersecurity ISACA CISA: Certified
Essentials Information Systems
December 27 - December 29 Auditor

January 4, 2022 - January 7, 2022




