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Welcome & Introduction
Chuck Bales | PI & Program Moderator

Doug Jacobson | Professor & Director, 

Jonathan Wickert | Senior Vice President and Provost at Iowa State University

Lynne Clark | Deputy Chief, Center for Education, NSA Chief

John Sands | PI CSSIA



Project Overview
▪ The purpose of this proposal is to 

disseminate content from the Regions 
Investing in the Next Generation (RING) 
Project and promote the implementation 
of new cybersecurity courses and 
Programs of Study

▪ The Midwest CAE-C Hub will lead this 
effort and identify and then work with a 
CAE coordinator in each state 

▪ One CAE institution in each geographic 
region will act as initiative lead
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NCAE-C Regional Hub Collaboration with 
State Departments of Education

1. Illinois

2. Indiana

3. Wisconsin

4. Minnesota

5. Ohio

6. Michigan

7. Iowa

8. Missouri

9. Kansas

10. Nebraska

CAE Midwest Regional Hub



Goals and Objectives

▪ Grow cybersecurity education starting in K12 and create interest/skills in 
cyber across the United States

▪ Wisconsin was selected as the first state 

GOAL 1: Form statewide High School special interest communities in the Midwest 
region for aligning and promotion of Cybersecurity Programs of Study

GOAL 2: Establish a regional distribution network

GOAL 3: Publish a final report documenting project data, success and impact



Audience 

▪ K12 Educators

▪ College  / University Cybersecurity Educators

▪ CAE Institutions

▪ Critical State Cybersecurity Leaders

▪ State Education Agencies and Representatives

▪ Subject Matter Experts



Cybersecurity Education in the State

Doug Jacobson | Iowa Cyber Hub

Jeremy Hoffmann | CAE

Joe Collins | DoE

Samantha Dahlby | NewBoCo

State Cybersecurity Pathway of Study Discussion



Cybersecurity Curriculum
RING Curriculum | Jesse Hairston, University of Alabama in Huntsville

Interactive Learning | John Sands, CSSIA

Cisco Networking Academy | John Sands, CSSIA

Cyber.org | John Sands, CSSIA



Faculty Development 
Opportunities

CSSIA National Faculty Development Academy| Chuck Bales

CSSIA, IoT, and CMMC | Kristine Christensen

Certification Training & HS Faculty Development| John Sands, CSSIA



The Center for Systems Security and Information 
Assurance (CSSIA) is a National Science Foundation 
(NSF) Advanced Technological Education (ATE) 
National Resource Center

Since 2003, CSSIA has provided students and faculty with real-world 
learning experiences in information assurance and network security 
through several program improvement supportive initiatives

These initiatives include:
▪ Expanding and enhancing cybersecurity skills events and 

competitions
▪ Building a national infrastructure to deliver faculty workshops
▪ Establish mentoring programs for secondary and post-

secondary teachers and faculty
▪ Developing national infrastructure models for skills and learning 

based on the creation of scalable and affordable remote virtual 
lab environments

about:blank


K12 Faculty 
Development & 
Resources

Faculty Development 
Opportunities available via 
CSSIA Website 

▪ Projects / Reports

▪ Training Calendar & 
Registration

▪ Competitions

▪ Additional Resources Visit https://www.cssia.org/

about:blank
https://www.cssia.org/


Upcoming Workshops

• Grant-funded and free

• Listed on the CSSIA 
Website (under Training)

• Training Calendar

For advanced notification of upcoming CSSIA training and 
events, or to be added to the distribution list, contact Mike 
Gonzalez at gonzalezm272@morainevalley.edu or 
708.608.4464

about:blank




Additional Resources

• VM Image Sharing

• NDG NETLAB+ 
Supported Content List
• NETLAB+ Supported 

Labs (listed on NDG’s 
Website)

• CSSIA’s Learning Video 
Channel

about:blank


Internet of Things (IoT) 
Educators Academy
Faculty development for faculty interested in learning 
more about electronics and embedded systems who 
want to introduce IoT concepts into their curriculum

Basic Electronics for IoT 
For faculty who either do not have an electronics 
background or need a refresher.

IoT Fundamentals
Same content as our credit course and offers faculty a 
student perspective as well as resources that will assist 
them to include concepts into their curriculum. 

All material is freely shared with participants via 
Canvas.

Upcoming 
Workshops
May 31 – June 3 

August 1 – 4



IoT Fundamentals Course

▪ Introductory course with no prerequisites

▪ Multidisciplinary: electronics & programming 

▪ Project-based learning 

▪ Focuses on designing embedded systems 

▪ Maps to Arduino Fundamentals Certificate

▪ Future courses will focus on IoT connectivity



Arduino Certification Program

https://www.arduino.cc/en/Main/Education
https://www.arduino.cc/en/Main/Education


IoT Brewery Workbook

▪ IoT Workbook that exposes students to real-
world problems and solutions.

▪ Problem-based learning that uses scaffolding 
to expose students to a variety of embedded 
systems utilizing sensors, actuators, and 
programming using Tinkercad.

▪ Tinkercad is a free online tool used for 
electronics prototyping and to make exercises 
more accessible. 

▪ Multidisciplinary workbook that can 
supplement course work in a variety of subject 
matters.





An Example Exercise

Make It Code ItWire It



Cybersecurity Maturity Model Certification 
(CMMC) Training



Register for 
Workshops

Visit

https://www.cssia.org/



Working Lunch
Iowa Cyber Hub Presentation



Extracurricular Resources
GenCyber Camps| Lynne Clark

NIST K12 Conference & National K12 Cybersecurity Resources | Davina Pruitt-Mentle

NetLabs Virtual Environment | Mike Masino

New National Cybersecurity Competition Opportunities | Jake Mihevc

National Cybersecurity POS Registry| Tony Brown

K12 CyberTalk Show | Kristine Christensen

Q & A | Discussion of state Needs



Closing Remarks & 
Action Items



Thank you for attending!

Please complete the survey: https://forms.gle/M2T1kuWeqWTPx5bZ8

https://forms.gle/M2T1kuWeqWTPx5bZ8

